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Bison energy Co.,ltd. Information Security Policy

Information Security Policy
Establishment of Information Security Management System

The Company strives to protect all information assets in our possession and to maintain and improve

information security.

Appropriate management of information assets
The Company classifies and assesses information assets in its possession in terms of confidentiality, integrity,

and availability, and manages them appropriately according to the risk level.

Compliance with Laws and Regulations

The Company complies with laws, regulations, and other guidelines in Japan related to information security.

Continuous improvement of information security management
To prevent information security incidents, the Company conducts external system audits at least once a year
for all systems that are critical, accessible from the outside, retain personal information, or have billing

functions.

System audits are also conducted when new services are released or existing services are updated.

Security training for employees
The Company promotes employee education on security and strives to raise awareness of all employees by
disseminating information on security and providing training on the importance of security from various

perspectives.



